**Настройки антивирусной программы**Kaspersky Endpoint Security.****

В первую очередь нужно заняться контролем установки ПО и включить контроль запуска приложений, создать правила, разрешающие запуск только доверенного ПО, и запрещающие установку и запуск всего остального ПО. Создать список приложений, которые разрешены к запуску. Все, что не входит в этот список, блокировать.

Так же нужно заняться настройками контроля вэб трафика, а именно включить веб-контроль и настроить правила для блокировки доступа к веб-сайтам с сомнительным или не связанным с работой контентом.

Рекомендуется включить функцию сканирования в реальном времени для всех типов файлов, которое позволит отследить вредоносное ПО до его активации. Не смотря на то что в примере сканирование не принесло плодов до обновления базы данных вирусов, оно все еще имеет место быть, так как мы ограничили поступление каких либо файлов на ПК. Действующие защитные меры не гарантируют полной стерильной защиты компьютера, однако сильно ограничивают методы заражения компьютера, что может обеспечить дополнительные изучения и время для занесения подобных вирусов в базы данных Касперского, а это значит что сканирование принесет плоды.